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The purpose of this paper is to describe the main areas to consider when reviewing the security of your existing IT installation.
· Automatic Monitoring. Security should be automatically checked every day
· Service Pack Management. Have a mechanism for testing the implementation of service packs and patches.
· System Access. As passwords can be broken or compromised, establish a system access mechanism which has 2 phase security against electronic access.
· Encryption Sensitive Data. Sensitive data should be encrypted.
· Advance Warning. Subscribe to a service from a company which actively warns of threats.

· ISP Agreements. Have security as an SLA with your ISP.
· Security Training. Make sure every one is aware of what the risks are and what is expected.
· Software Testing. All software should be systematically tested before use.

· Physical Security. Ensure building intruders cannot access the system.

· Mobile Workers. Prevent remote machines which might be insecure from affecting the system.
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